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Purpose: 
Tekyol Plus ConstrucMon Industry Inc. (“TP” or “Company”) aims to process the personal 
data of real person employees and candidates in accordance with the provisions of the Law 
on the ProtecMon of Personal Data No. 6698 (“KVK Law”) and other relevant legislaMon.  

As a real/legal person supplier to our Company, the personal data you provide or will 
provide to us, as well as any personal data obtained by our Company through external 
means, will be processed by our Company as the “Data Controller” in the following manner:  

In a manner related, limited, and proporMonate to the purposes that necessitate the 
processing of your personal data.  

Maintaining the accuracy and current status of the personal data you have communicated to 
us or is reported as per your noMce.  

Ensuring that the data will be recorded, stored, preserved, restructured, shared with 
insMtuMons legally authorized to request this personal data, and transmi_ed domesMcally 
or internaMonally to third parMes under the condiMons prescribed by the KVK Law, and 
noMfying that the data may be transferred, classified, and processed in other ways listed in 
the KVK Law.  

This “InformaMon ClarificaMon Text” accepts that all acMviMes carried out by TP are 
conducted in accordance with the principles outlined in the KVK Law.  

CollecMon and Method of Personal Data for Employees/Candidates: 
Our Company will process your personal data for the purposes specified in this InformaMon 
ClarificaMon Text. If there is any change in the purpose of processing your personal data, 
addiMonal consent will be obtained from you. 
The personal data collected and used by our Company, especially belonging to 
employees/candidates, are as follows:  

CONTENT OF PERSONAL DATA:  

Contact Data: Phone number, address, country, email address (including internal number 
and corporate email address).  

IdenMty Data: Name-surname, Turkish ID number, tax idenMficaMon number, criminal 
record, residence registraMon, signature/stamp informaMon, naMonality, mother’s name-
father’s  

name, place of birth, date of birth, gender, and documents like driver’s license, passport, 
naMonal ID, blood type, health report if any, documents regarding disability status, etc.  



Salary Data: Salary payment slip according to the employment contract, bank account 
informaMon for salary payments, data in the receipts related to payments made.  

Other Data: Photograph, diploma, graduaMon cerMficate, cerMficates, CV, images and/or 
audio recordings taken at the workplace, employment references, phone number, email 
address, fingerprint data, etc.  

Personnel TransacMon Data: Data necessary and registered within the Company's working 
system, such as passwords and codes, including correspondence and emails linked to 
company email accounts assigned to personnel.  

Our Company collects the data you provide us, during and ader the establishment of the 
contractual relaMonship, through every kind of physical or electronic means, including 
cameras placed in physical or electronic environments, in order to fulfill its legal obligaMons.  

Purposes and Legal Reasons for Processing Personal Data: 
Your personal data may be processed by our Company for the purposes specified below, but 
not limited to:  

Ensuring compliance with legal obligaMons and requirements related to employment, 
parMcularly following the Labor Law, Commercial Code, ObligaMons Law, OccupaMonal 
Health and Safety Law, Tax Procedure Law, Income Tax Law, Corporate Tax Law, Stamp Tax 
Law, Value Added Tax Law, and other related legislaMon:  

Submifng SGK (Social Security InsMtuMon) declaraMons, 
Making stamp tax declaraMon noMficaMons of the Employment Contract, Monitoring the 
duMes and authoriMes assigned to personnel in the Company, Ensuring the operaMon of 
the Company.  

For the establishment and execuMon of the contract, parMcularly: EvaluaMng personnel 
CVs and work experiences, 
ConducMng employee entrance/periodic health examinaMons, Submifng monthly SGK 
declaraMons,  

Making salary payments and any other employment rights,  

Keeping personnel files physically and electronically in compliance with the employer's 
retenMon and presentaMon obligaMons under OccupaMonal Health and Safety, Social 
Security Law, and Labor Law,  

Recording all of the above ma_ers.  

For the legiMmate interests of the data controller and implemenMng Company policies, 
parMcularly regarding:  

Physical Security Data/Camera Records: 
Monitoring camera footage within the building and construcMon site, Ensuring workplace 



and construcMon site security, 
Tracking vehicle entries and exits as well as parking usage.  

Your personal data will be kept for a reasonable period unMl the purpose of processing is 
fulfilled as specified in the relevant legislaMon and within the legal statute of limitaMons.  

Transfer of Personal Data to Third ParMes: 
For the purposes of fulfilling legal obligaMons and requirements of the Labor Law, Social 
Security Law, Income Tax Law, Corporate Tax Law, and Tax Procedure Law, personal data 
may be shared with the Revenue AdministraMon, the General Directorate of Security, 
relevant suppliers of our Company, and group companies.  

4.1. Transfer of Personal Data to Third ParMes within the Country: 
For the fulfillment of legal obligaMons pursuant to the Income Tax Law, Corporate Tax Law, 
Tax Procedure Law, Labor Law, Social Security Law, and applicable regulaMons, laws, 
direcMves, and noMces, specifically for:  

Making stamp tax declaraMon noMficaMons, 
NoMficaMons regarding the purchase and sale of goods and services,  

Making noMficaMons for preliminary declaraMons, VAT declaraMons, and corporate tax 
declaraMons,  

Transfer of data to the Social Security InsMtuMon and related occupaMonal health and 
safety experts or legal enMMes.  

For the implementaMon of Company policies, especially for: Transferring data to group 
companies for financial services.  

Ensuring the Security and ConfidenMality of Personal Data: 
Our Company takes necessary technical and administraMve measures to ensure an 
appropriate security level to prevent unlawful processing of personal data and access to 
personal data in an unlawful manner as per ArMcle 12 of the KVK Law.  

5.1. Technical Measures Taken to Ensure Lawful Processing of Personal Data and Prevent 
Unlawful Access:  

Taking technical precauMons to the extent that technology allows, Employing experts in 
technical ma_ers, 
ConducMng regular audits on the applicaMon of the measures taken, Establishing the 
necessary sodware and infrastructure to ensure security, LimiMng access to personal data 
processed within the Company,  

Using a legally compliant backup program to ensure the secure storage of personal data, 
UMlizing sodware that includes virus protecMon systems.  

TP has taken all kinds of technical and technological security measures to protect your 
personal data and ensured its protecMon against potenMal risks. 



5.2. AdministraMve Measures Taken to Ensure Lawful Processing of Personal Data and 
Prevent Unlawful Access:  

Training and raising awareness of Company employees regarding the KVK Law,  

Adding a record to contracts made with individuals to whom personal data is transferred, 
ensuring that the party receiving the data will fulfill its data security obligaMons,  

Preparing internal policies for the idenMficaMon of compliance requirements for the KVK 
Law and the applicaMons to be followed.  

5.3. Measures to Be Taken in Case of Unlawful Disclosure of Personal Data: 
In case personal data processed is obtained unlawfully by others, our Company will inform 
the respecMve data owner and the Board as soon as possible.  

DeleMon, DestrucMon, and AnonymizaMon of Personal Data: 
According to ArMcle 7 of the KVK Law, even if personal data has been processed in 
accordance with the relevant legislaMon, it will be deleted, destroyed, or anonymized by our 
Company upon the eliminaMon of the reasons necessitaMng its processing either ex-officio 
or upon the request of the data owner. 
The procedures and principles regarding this will be fulfilled in accordance with the KVK Law 
and secondary legislaMon formed based on this Law.  

6.1. Techniques for DeleMon and DestrucMon of Personal Data:  

Examples include physical destrucMon, secure deleMon from sodware, secure deleMon by 
an expert, etc.  

6.2. Techniques for AnonymizaMon of Personal Data: 
Refers to rendering personal data such that it cannot be associated with a specific person 
even when matched with other data.  

Rights of Contractors/Suppliers: 
In accordance with ArMcle 11 of the KVK Law, you may apply to our Company and request 
informaMon about the following ma_ers concerning your personal data:  

Learning whether your personal data is processed, 
RequesMng informaMon regarding your processed personal data,  

Learning the purpose of processing personal data and whether it is used in accordance with 
its purpose,  

Learning about the third parMes to whom your personal data are transferred,  

RequesMng correcMon of your personal data if they are processed incorrectly or 
incompletely and requesMng that the operaMon performed is noMfied to third parMes to 
whom the personal data were transferred,  



RequesMng the deleMon, destrucMon, or anonymizaMon of your personal data when the 
reasons necessitaMng the processing of your personal data are eliminated, and requesMng  

that the operaMon performed is noMfied to third parMes to whom the personal data were 
transferred,  

ObjecMng to a result against the data owner, which occurs exclusively due to automated 
processing of personal data,  

RequesMng compensaMon for damages caused by unlawful processing of personal data.  

DATA CONTROLLER 
We, as Tekyol Plus ConstrucMon Industry Inc. (referred to as “TP”), hereby inform you that 
we process your personal data under the scope of the Law on the ProtecMon of Personal 
Data No. 6698 (hereinader referred to as “KVKK”) and relevant other legislaMon as the Data 
Controller. 
DATA CONTROLLER: Tekyol Plus Yapı Endüstrisi A.Ş. 
ADDRESS: Maslak Mah. Eski Büyükdere Cad. No:9 İz Plaza Giz Kat:10 Daire: 35 34485 Sarıyer 
İstanbul  

 CONTACT: kvkk@tekyolplus.com 
Our Company will fulfill your requests arising from the KVK Law via the “Personal Data 
Owner ApplicaMon Form.” In line with ArMcle 13 of the KVK Law, our Company will respond 
to your applicaMon requests at no cost, depending on the nature of the request, within 30 
(thirty) days at the latest. If the request is rejected, the grounds for the rejecMon will be 
communicated to you in wriMng or electronically. 
This InformaMon ClarificaMon Text may be revised by our Company when deemed 
necessary. In such cases, you will be informed accordingly. The most updated version of the 
InformaMon ClarificaMon Text can be accessed via the link www.tekyolplus.com.  

 


